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•	 Pepsi Bottling Ventures 
suffered a data breach due to 
information-stealing malware.

•	 Morgan Advanced Materials 
was still recovering months 
after a cyberattack.

•	 FBI and CISA released 
advisory for Royal 
Ransomware.

•	 Networking hardware 
manufacturer A10 Networks 
disrupted by Play 
ransomware gang.

•	 SpaceX impacted by 
manufacturer Maximum 
Industries breach.

Kimsuky (APT43) increased 
its aggressiveness and 
shifted TTPs, targeting 
toward manufacturing, 
chemical and other critical 
infrastructure sectors.

Kimsuky Severity Jan. Feb. Mar.

Critical 1.06% 6.15% 3.90%

Serious 3.19% 9.23% 20.78%

Medium 43.62% 41.54% 53.25%

Low 52.13% 43.08% 22.08%

Ransomware Jan. Feb. Mar.

Lockbit 3.0 13 37 35

ALPHAV 8 10 9

Royal 4 5 11

BlackBasta 1 7 9

Cl0p 0 0 14
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