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Noteworthy Malware

In Q3, GTIC observed a unique uptick in Muldrop
variants and similar Trojan droppers for our
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for the most prevalent and recent samples.
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A relatively new advanced

persistent threat actor, T1027 Obfuscated Files or Information 80%

AtlasCross, has been T1082 System Information Discovery 80%
impersonating the Amerllcan T1083 File and Directory Discovery 60%
Red Cross. The actor delivers

T1129 Shared Modules 45%
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